Log in to Pricer Central Manager, select Integration
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Basic Auth (http, Basic)

Enter API credentials then click Authorize
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Password:
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Expand Auth API section, GET login endpoint then click Try it out

Multi-Store API v2 Endpoints for updating muttiple stores with a single request

v
Mulﬁ-store APl \r1 Endpoints for updating muftiple stores with a single request N
Auth API Endpoints for authentication. The returned token must be used as Bearer Authentication to authorize all subsequent requests ~

/api/public/auth/v1/auth@-token-exchange Get atoken from an AuthQ access token W ﬂ
| GET /api/public/auth/v1/login Get a token using Basic Authentication ~ i

Login must be called to get a token to authorize subsequent requests. The token will be valid for 4 hours and must be refreshed before it expires to keep the user/client logg®d in. This is the
only endpoint protected with Basic Authentication. After a successful login - Bearer Authentication is used together with the returned token.

Click Execute to obtain the Basic Auth token

h/v1/login Get atoken using Basic Authentication A a

Login must be called to get a token to aul

ize subsequent requests. The token will be valid for 4 hours and must be refreshed before it expires to keep the user/client logged in. This is the
only endpoint protected with Basic Authentic:

After a successful login - Bearer Authentication is used together with the retumned token
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Copy the Basic Auth token

| Responses

-pem.pricer-p om/api/publi h/vi/login' \

51 TmNaRCYORQSWh3B1051XXk==




